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Growing Complexity of Networks

ÅNext-generation networks need 
to be secure, reliable, and highly 
available.

ÅThey must support a globalized 
workforce.

ÅThey must be able to integrate 
legacy devices.
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SwitchingNetworks

ÅLong distance transmission 
between stations is typically 
done over a network of 
switchingnodes.

ÅSwitching nodes do not concern 
with content of data. 

ÅData entering the network from 
a station are routed to the 
destinationby being switched 
from node to node.
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Elements of a Converged Network

ÅConverged network solutions 
integrate voice systems, IP 
phones, voice gateways, video 
support, and video conferencing.

ÅPrimary benefit of the converged 
network - just one physical 
network to install and manage.
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Cisco Borderless Networks

ÅAllows organizations to connect 
anyone, anywhere, anytime, on any 
device; securely, reliably, and 
seamlessly. 
ÅProvides the framework to unify 

wired and wireless access, 
including policy, access control, and 
performance management across 
many different device types.
ÅProvides network services, and 

user and endpoint services that are 
all managed by an integrated 
management solution.
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Hierarchy in the Borderless Switched Network

ÅBorderless switched network design 
guidelines are based on the following 
principles:
ÅHierarchical - Facilitates understanding 

the role of each device at every tier.
ÅModularity  - Allows seamless network 

expansion and integrated services.
ÅResiliency ςProvides an always available 

network.
ÅFlexibility - Allows intelligent traffic load 

sharing.

ÅThe three tiers of the hierarchical 
model are Access, Distribution and 
Core layers.
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Access, Distribution, and Core Layers

ÅAccess Layer ςprovides network 
access to the user.

ÅDistribution Layer ςinterfaces 
between the access layer and the core 
layer. Provides functions such as:
Åaggregating Layer 2 broadcast domains 

and Layer 3 routing boundaries.
Åproviding intelligent switching, routing, 

and network access policy functions to 
access the rest of the network.

ÅCore Layer ςis the network backbone. 
It provides fault isolation and high-
speed backbone connectivity.

Smaller networks that do not need a separate distribution and 
core layer often use a two-tier campus or collapsed core 
network design.
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Role of Switched Networks

ÅA hierarchical switched LAN 
allows more flexibility, traffic 
management, and additional 
features: 
ÅQuality of service

ÅAdditional security

ÅSupport for wireless networking 
and connectivity

ÅSupport for new technologies.
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Switched Network Form Factors

ÅConsiderations when selecting switches: 
ÅCost 

ÅPort Density 

ÅPower

ÅReliability

ÅPort Speed

ÅFrame buffers

ÅScalability

Fixed Configuration

Modular Configuration

Stackable Configuration
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The Switched Environment

ÅA LAN switch makes decisions based 
on two criteria:
ÅIngress port - where a frame enters the 

device
ÅDestination address

ÅA LAN switch maintains a table that it 
uses to determine how to forward 
traffic.

ÅIn the diagram, If a message enters 
switch port 1 with a destination 
address of EA, then the switch 
forwards the traffic out port 4. 

ÅLayer 2 Ethernet switches forward 
frames based on the destination MAC 
address. 
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Switching Nodes

ÅNodes may connect to other 
nodes, or tosome stations.

ÅNetwork is usually partially 
connected.
ÅHowever, some redundant 

connections are desirable for 
reliability

ÅTwo different switching 
technologies
ÅCircuit switching
ÅPacket switching
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Circuit Switching

ÅCircuit switching:
ÅThere is a dedicated communication path between two stations (end-to-end)

ÅThe path is a connected sequence of links between network nodes. On each 
physical link, a logical channel is dedicated to the connection.

ÅCommunication via circuit switching has three phases:
ÅCircuit establishment (link by link) - Routing & resource allocation (FDM/TDM)

ÅData transfer

ÅCircuit disconnect - Deallocate the dedicated resources

ÅThe switches must know how to find the route to the destination and 
how to allocate bandwidth (channel) to establish a connection.
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Circuit SwitchingProperties

ÅInefficiency
ÅChannel capacity is dedicated for the whole duration of a connection

ÅIf no data, capacity is wasted

ÅDelay
ÅLong initial delay: circuit establishment takes time

ÅLow data delay: after the circuit establishment, information is transmitted at a 
fixed data rate with no delay other than the propagation delay.

ÅDeveloped for voice traffic (public telephone network) but can also 
applied to data traffic.
ÅFor voice connections, the resulting circuit will enjoy a high percentage of 

utilization because most of the time one party or the other is talking.
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Packet Switching Principles

ÅProblem of circuit switching
ÅDesigned for voiceservice

ÅResources dedicated to a 
particular call

ÅFor data transmission, much of the 
time the connection is idle(say, 
web browsing)

ÅData rate is fixed at both ends

ÅPacket switching is designed to 
address these problems.
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Packet Switching Basic Operation

ÅData are transmitted in short packets
ÅTypically at the order of 1000 bytes

ÅLonger messages are split into series of packets

ÅEach packet contains a portion of user data plus some control info

ÅControl infocontains at least
ÅRouting (addressing) info, so as to be routed to the intended destination

ÅRecall the content of an IP header!

ÅStore and forward 
ÅOn each switching node, packets are received, stored briefly (buffered) and 

passedon to the next node.
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Packet Switching Advantages

ÅLine efficiency
ÅSingle node-to-node link can be dynamically shared by many packets over time

ÅPackets are queued up and transmitted as fast as possible

ÅData rate conversion
ÅEach station connects to the local node at its own speed

ÅIn circuit-switching, a connection could be blocked if there lacks free 
resources. On a packet-switching network, even with heavy traffic, 
packets are still accepted, by delivery delay increases.

ÅPriorities can be used
ÅOn each node, packets with higher priority can beforwarded first.They will 

experience less delay than lower-priority packets.
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Switch Forwarding Methods

Store-and-forward switch Cut-through switch
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